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09:00-10:30 Arrival, welcome coffee and registration 

10:30-10:40 Welcome by the chairperson, Nada Milisavljevic (DG HOME)  

10:40-11:00 "The SCOUT Project: An Architecture for Securing Communications in 

Critical Infrastructure" by Alessandro Cantelli Forti (CNIT) 

11:00-11:35 Questions and answers, discussion  

11:35-11:55 "PROGRESS Network Security Improvement Approach – a Detection and 

Control of Threats on a System Level" by Hakan Kocak (DLR GfR mbH)  

 What is the framework/methodology used in PROGRESS networks? 

 How could the PROGRESS network apply the selected framework? 

12:05-12:30 Questions and answers, discussion  

12:30-14:00 Networking lunch 

14:00-14:20 "Cyber-Intrusion Response for Critical Infrastructures: Achievements and 

Open Challenges" by Paul Smith (AIT) 

 What are the major challenges to achieve better IT-OT (Information Technology-

Operational Technology) integration?  

 What does IT-OT integration really involve? 

14:20-14:55 Questions and answers, discussion 

14:55-15:15 "SEGRID enables Smart Grid Cyber Security in the Energy Sector!" by 

Johan Rambi (Alliander) 

 How could we monitor cyber security threats/attacks from the sources/assets (on low 

voltage domain level) in the Energy Sector?  

15:15-15:50 Questions and answers, discussion 

15:50-16:15 Conclusions by the rapporteur, Michele Socco (DG HOME)  

 


