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Tokenization is Gaining Traction and 
Here’s Why 

Ulf Mattsson 

CTO 

Protegrity 
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The Evolution of Data Security and TCO 
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Research Brief – August 2012 

Tokenization Gets Traction 

Aberdeen has seen a steady increase in enterprise 

use of tokenization for protecting sensitive data over 

encryption 

Nearly half of the respondents (47%) are currently 

using tokenization for something other than cardholder 

data 

Over the last 12 months, tokenization users had 50% 

fewer security-related incidents than tokenization non-

users 

Case study #1 – Energy company, Protegrity customer 

5 Author:  Derek Brink, VP and Research Fellow, IT Security and IT GRC 



Case Study #2 

Large US Chain Store, Protegrity Customer 

Reduced cost 

• 50 % shorter PCI audit 

Quick deployment 

• Minimal application changes 

• 98 % application transparent 

Top performance 

• Performance better than encryption 

Stronger security 

 

Learn more at the Protegrity booth 
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IT Risk Management 

Methodology & Practices 

Naresh Podila 
VP Products & Platforms 

www.truops.com 
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Risk Assessment 
 

Inherent Risk 
Current Risk 

Residual Risk 
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Risk Response 
 

 Terminate 
 Truncate 
 Transfer 
 Tolerate 

Risk Identification 
 

Define Risk Universe 
 

 Business Processes 
 IT Applications & Infrastructure 
 IT Business Activities 
 
Enterprise IT Risk Assessment 
 Inherent Risk 
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Risk Assessment and Response 

Inherent Risk = Fn(Financial, Non-
Financial Impact)*Likelihood 

Identify current/implemented controls 
for each risk 

Current Risk = Impact*Reduced 
Likelihood Rating (due to current 
control) 

Risk Response Process 

Risk Avoidance / Terminate 

Risk Mitigation / Truncate  

Risk Transfer 

Risk Acceptance / Tolerate 



Connecting Security to the Business 







Source: Ira Winkler & Dan Ryan 
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Clearly Show Trends & Progress 

Continuously measure  

security & risk posture 

Manage with  

leading indicators 

Save time with robust,  

flexible reporting 

Run Your Business Your Way 

Visualize & Communicate Risks 
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