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Modernize your Active Directory

Peter Walsten, Dell Software
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• Release: 2000

• Versioner:
– 2000

– 2003

– 2003 R2

– 2008

– 2008 R2

– 2012

– 2012 R2

– (2016)
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So, how important IS Active Directory?

Important 10%

VERY Important 90%

0% not

important

No 10%

Yes 90%

Is AD your main source 

for authentication?

How important is AD 

to your business?
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3%

73%

82%

89%

90%

Other

Infrastructure is built on Active
Directory

Applications rely on Active Directory
data

Access to file servers

Active Directory is the main source
for authentication

“Other” answers included  SSO, 

IDM, and SP Authentication

How is Active Directory used by IT systems?
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7%

21%

32%

36%

41%

43%

56%

59%

I have no concerns

User downtime

Consolidation of multiple forests or domains

Reporting for management

Disaster recovery

Managing routine user adds, moves, and changes

Compliance and audits

Permissions and security

What are your top concerns about Active Directory ?
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Increased 

Security needs

Safely extend 

network beyond 

Win

Keep your “roof 

from caving in”

Active Directory is the backbone of Windows Enterprise

Why modernize ?

Dynamic 

compliance 

requirements

Disaster 

recovery 

planning

Mergers & 

Acquisitions

Evolving 

tech trends

Leaner 

architecture
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Modernize your Active Directory with Dell
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• Prepare – so your move is well planned and without incident
– Understand what’s in the environment

– Inventory rights and trusts

– Know what’s talking to AD 

– Assess server side application compatibility

• Restructure/Consolidate – get there with ZeroIMPACT on end users 
and productivity

Redesign Active Directory
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Migration Manager for Active Directory 

Migration Manager for Active Directory migrates all

Active Directory objects and updates all resources in your network.
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• Avoid data loss and maintain business continuity with recovery solutions for 
Active Directory including full forest backups for disaster recovery.  

• Facilitate efficient searches and fast recovery of lost data, from a single 
object to an entire forest, 

• Keep down time to a minimum and productivity maximized even in a 
disaster

Be ready
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c:a 700 besök fick senareläggas.

- 15 planerade operationer

- 50 cellgiftsbehandlingar

- 45 inläggningar
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Recovery Manager for Active Directory

Application servers
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Prove it!

• Reduce the risk of security breaches by automating the tracking, alerting and 

reporting on the who-what-where of changes across the network 

• Easily meet compliance and governance standards by tracking all changes 

in real time and leveraging prebuilt reporting to demonstrate compliance

• Keep your auditors happy with detailed user and administrator activity 

reports 
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• Complete, real-time change auditing, in-depth forensics and comprehensive reporting on all key configuration, user and 

administrator changes.

Who

Made the change?
Where

Was the change was made 

from?

What

Object was changed?

When

Was the change made?

Why

Was the change made 

(comment)?

Workstation

Where the change 

originated from 

Real-time 

smart alerts

to any device

Change Auditor
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ChangeAuditor Modules

• Active Directory

• AD Queries

• Exchange

• Office 365

• SharePoint

• Windows File Servers

• NetApp

• EMC 

• SQL Server

• LYNC

• SonicWall

• User Session

• Cloud Storage

• VMware vCenter
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Enterprise Reporter InTrust
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Make sense of your IT data with IT Search
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Exploit relationships between events and state based data
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• Extend the unified authentication and authorization of Microsoft Active 
Directory to Unix, Linux and Mac systems

• Remove the stand-alone authentication and authorization requirement of 
native Unix in favor of the single identity, one account, single point of 
management

Bring in other platforms
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Privileged Access Suite for Unix
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• Protect critical data, applications, configurations and your environment by 
strictly enforcing policies and eliminating unregulated access to resources.

• Ensure your apps and data are secure with AD-based multi-factor 
authentication to keep air-tight control over user and group access.

Lock it down
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Take Control

• Reduce the daily burden of AD management through automation 

– Provisioning and deprovisioning of users

– User and group account management

– Problem detection and reporting

• Avoid downtime by rapidly detecting, diagnosing and resolving system 
issues before they become critical

• Reduce the resources needed for day to day management of Active Directory 
while still meeting the demands of your business and your users
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Thank you.


