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iRules iApps iControl
Intercept, inspect, transform, 
direct and make decisions 
based on inbound and outbound 
traffic. 

Define and tie all related availability, 
security, and optimization functions 
to the service. Deploy these 
functions with optimum, service-
specific configuration templates in 
only a few minutes.

Realize new levels of 
automation and configuration 
management with F5’s web 
services–enabled open 
platform. 

84% faster
deploy time with greater 
accuracy

Over 5,500
management 
API calls

79% of F5 
Customers 
deploy iRules on 
production
BIG-IP devices
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Volumetric attacks and 
floods, operations 

center experts, L3-7 
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Network attacks:
ICMP flood,
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DNS amplification,
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